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MepeyeHb ysa3BMMOCTE

e OnacHocTb ViaeHTnorkaTop YS3BNMbIV MPOAYKT BekTop atakvu  [MocneacTsus Aata Hannne
n/n BbIAB/EHVS  OOHOBNEHWS
1 Bblcokast CVE-2026-23533 FreeRDP CeTteBoW ACE 2026-01-22 v
2 Bblcokast CVE-2026-23531 FreeRDP CeTteBoW ACE 2026-01-22 v
3 Bblcokast CVE-2026-23532 FreeRDP CeTteBoW ACE 2026-01-22 v
4 Bblcokas CVE-2026-23530 FreeRDP CeTeBoW ACE 2026-01-22 v
5 Bblcokas CVE-2026-23883 FreeRDP CeTteBon ACE 2026-01-22 N4
6 Bblcokas CVE-2026-23834 FreeRDP CeTteBon ACE 2026-01-22 N4
7 Bblcokas CVE-2026-23534 FreeRDP CeTteBon ACE 2026-01-22 N4
8 | Bucokas  CVE-2026-24016 o5 Technologies serverview Agentsfor o L ACE 2026-01-21 v
Windows
9 | Bucokes  CVE202513928 GitLabEi‘ignrgmusneitg dﬁﬁgf&ga and CeTesoii DOS 2026-01-21 v
10 | Bocokas  CVE2025-13927 GitLabEii;”r;”rfsTg dEngf?E(EC)E) and CeTesoii DOS 2026-01-21 v
11 Bbicokas CVE-2026-23876 ImageMagick CeTeBoi ACE 2026-01-20 v
12 Bbicokas CVE-2025-47273 Junos Space CeTeBoi ACE 2026-01-19 v
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Junos Space Security Director Policy

13 Bbicokas CVE-2022-45061 Enforcer module CeTeBon DoS 2026-01-19 v
14 | Bbicokas CVE-2021-3737  1Unosspace security Director Policy CeTeBoit DOS 2026-01-19 v
Enforcer module
15 | kpunveckan  cvE2021:3177  UNOS® paéﬁfifcceuf?o%ﬁew Policy Cetesoit ACE 2026-01-19 v
16 | Bucokan  CVE-2019-20907  JUnos Space security Director Policy CeTeBoit DOS 2026-01-19 v
Enforcer module
17 Bbicokas CVE-2025-14409 Soda PDF Desktop JlokanbHbli ACE 2026-01-19 X
18 Bbicokas CVE-2025-14412 Soda PDF Desktop NokaneHbIN ACE 2026-01-19 X
19 Bbicokas CVE-2025-14413 Soda PDF Desktop NokaneHbIN WLF 2026-01-19 X
20 Bbicokas CVE-2025-14414 Soda PDF Desktop JNokaneHbIN ACE 2026-01-19 X
21 Bbicokas CVE-2025-14406 Soda PDF Desktop JlokanbHbli ACE 2026-01-19 X
22 Bblcokas CVE-2025-38618 Google ChromeOS LTS JTokanbHbI PE 2026-01-19 v
23 Bblcokas CVE-2025-38350 Google ChromeOS LTS JTokanbHbI PE 2026-01-19 v
24 Bblcokas CVE-2025-38000 Google ChromeOS LTS JlokanbHbIN PE 2026-01-19 v
25 Bbicokast CVE-2025-37890 Google ChromeOS LTS NokaneHbIN PE 2026-01-19 v
26 Bbicokas CVE-2025-37797 Google ChromeOS LTS JlokanbHbI DoS 2026-01-19 v
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27 Bbicokas CVE-2026-0628 Google ChromeOS LTS CeTeBoW SB 2026-01-19 v
28 | Kputnyeckaa  BDU:2025-10116 TrueConf Server CeTteBown ACE 2025-08-20 N4
29 Bblcokas BDU:2025-10114 TrueConf Server CeTeBoM OSl 2025-08-20 v




KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NoeHtTndurkaTop ys3sumocTm: CVE-2026-23533
BDU:2026-00658

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-3299-m5qr-9j2v




KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NaoeHTndmkaTop ys3sumocTu: CVE-2026-23531
BDU:2026-00656

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-xj5h-9cr5-23¢5




KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NoeHtTndurkaTop yszsumocTm: CVE-2026-23532
BDU:2026-00657

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-fq8c-87hj-7gvr




KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NaoeHtndurkaTop ys3sumocTn: CVE-2026-23530
BDU:2026-00655

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-r4hv-852m-fq7p




KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NoeHtndurkaTop ys3sumocTm: CVE-2026-23883
BDU:2026-00661

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-qcrr-85gx-4p6x
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KpaTkoe onucaHue: BbinosHeHve npor3BoabHOro koga s FreeRDP

NoeHTndmkaTop ys3smumocTm: CVE-2026-23884
BDU:2026-00662

NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMBIN NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 7.5 AV:N/AC:L/PR:N/UEN/S:U/C:N/IEN/AH

OueHka CVSSv4: 8.9 AV:N/AC:L/AT:N/PR:N/UENNC:H/NIEHNAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-22 / 2026-01-22

CChlIKM Ha NCTOYUHWIK:

e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-cfgj-vc84-f3pp
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KpaTkoe onucaHwe: BoinonHeHme npornssoasLHOMo koga B FreeRDP
NaoeHTudwnkaTop yassumoctn: CVE-2026-23534
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YAa3BuMbln NpoaykT: FreeRDP:
3.20.0-3.20.2

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH
OueHka CVSSv4: 8.9 AV:N/AC:L/ATN/PR:N/ULENNC:H/NVIH/NVAH/SC:N/SEN/SA:N/E:P/U:Amber
BekTop ataku: Cetesou
B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT
[laTa BoiiBNeHus / lata obHoBneHus: 2026-01-22 / 2026-01-22
CCbIIKM Ha UCTOYHWK:
e https://github.com/FreeRDP/FreeRDP/security/advisories/GHSA-3frr-mp8w-4599
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KpaTtkoe onucaHue: BeinonHeHre npon3BoibHOro koza B Fsas Technologies ServerView Agents for Windows
NoeHTndurkaTop ys3sumocTn: CVE-2026-24016
NoeHTndmkaTop NporpaMMHoin owmnekun: CWE-427 HekOHTpOAPYeMbIA SNeMEHT NyTW Nomcka

Ya3BuMbI NpoaykT: ServerView Agents for Windows:
11.50.06 and previous versions

KaTEFOpI/IFI YA3BMMOIO NpoAyKTa. CepBepHoe NnporpaMmHoOe obecneyeHre 1 ero KOMMOHEeHTbI
Cnocob SKCnyaTaunu: OTﬂpaBKa cneunaabHO CO34aHHOIo BPpeOHOCHOIo q>a|7|ﬂa.
MocneacTeuA SKCrnyataymn: BeinonHeHne Nnpon3BOZIbHOIO KOJa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[JaTa BoiiBneHus / lata obHoBneHus: 2026-01-21 / 2026-01-21

CCbINKM Ha NCTOYHKK:

e https://jvn.jp/en/jp/JVN65211823/index.html
e https://www.fsastech.com/ja-jp/resources/security/2026/0121.html
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KpaTtkoe onvcaHue: OTkas B obcnyxumsaHum B GitLab Community Edition (CE) and Enterprise Edition (EE)
NaoeHtndurkaTop ys3sumoctm: CVE-2025-13928
oeHTndmkaTop NnporpaMmmHoi ownbkun: CWE-863 HekoppekTHasa aBTopr3aLLm/s

Ya3suMbln NpodykT: GitLab Enterprise Edition:
17.7.0-18.8.1
Gitlab Community Edition:
17.7.0-18.8.1

KaTteropwus ysi3BuMoro npogykra: [priknagHoe nporpamMHoe obecrneyeHume
Cnocob skcnnyataumm: O6xo/ npoLecca aBTopr3aLmm
Mocneactema skcnyataumm: OTkas B 06CTyXMBaHUY

PekoMeHZaLmn No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs oduLIManbHbBIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NPOrpaMMHOro obecneyeHums
TONIBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC.L/PR:N/UI:N/S:U/C:N/IN/AH

OueHka CVSSv4: 6.6 AV:N/AC.L/AT:N/PR:N/UEN/ANVC:N/VEN/NVAH/SC:N/SEEN/SAN/E:U/U:Green
Bektop ataku: CeTeBou

B3anmogerictBure ¢ nonb3osatenem: OTcyTCTByeT

[JlaTa BbiaBneHuna / [lata obHoBneHus: 2026-01-21 /7 2026-01-21

CCbINKM Ha NCTOYHKK:

e Nttps://about.gitlab.com/releases/2026/01/21/patch-release-gitlab-18-8-2-released/
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KpaTtkoe onvcaHue: OTkas B obcnyxumsaHum B GitLab Community Edition (CE) and Enterprise Edition (EE)
NoeHtTndurkaTop ys3sumocTm: CVE-2025-13927
NaeHTndmkaTop NporpaMmHoi owmnbkun: CWE-20 HekoppekTHast NpoBepKa BXOAHbIX AaHHbIX

Ya3suMbln NpodykT: GitLab Enterprise Edition:
11.9.0-18.8.1
Gitlab Community Edition:
11.9.0-18.8.1

KaTteropwus ysi3BuMoro npogykra: [priknagHoe nporpamMHoe obecrneyeHume
Cnocob skcnayataumm: OTnpaska crneunansHO COOPMMPOBAHHbBIX AaHHbIX.
Mocneactema skcnyataumm: OTkas B 06CTyXMBaHUY

PekoMeHZaLmn No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs oduLIManbHbBIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NPOrpaMMHOro obecneyeHums
TONIBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC.L/PR:N/UI:N/S:U/C:N/IN/AH

OueHka CVSSv4: 6.6 AV:N/AC.L/AT:N/PR:N/UEN/ANVC:N/VEN/NVAH/SC:N/SEEN/SAN/E:U/U:Green
Bektop ataku: CeTeBou

B3anmogerictBure ¢ nonb3osatenem: OTcyTCTByeT

[JlaTa BbiaBneHuna / [lata obHoBneHus: 2026-01-21 /7 2026-01-21

CCbINKM Ha NCTOYHKK:

e Nttps://about.gitlab.com/releases/2026/01/21/patch-release-gitlab-18-8-2-released/
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KpaTtkoe onvcaHue: BeinonHeHne npon3soibHOro koza 8 ImageMagick
NaoeHTudwnkaTop yassumoctn: CVE-2026-23876
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YA3BUMbIN NpoayKT: ImageMagick:
6.9.13-0-7.1.2-12

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 8.1 AV:N/AC:H/PR:N/UI:N/S:U/C:H/I:H/AH

OueHka CVSSv4; 7.2 AV:N/AC.L/AT:P/PR:N/UIEN/NC:H/NVIHNAH/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoisBneHus / lata o6HoBneHus: 2026-01-20 / 2026-01-20

CCbINKM Ha NCTOYHKK:

e https://github.com/ImageMagick/ImageMagick/security/advisories/GHSA-r49w-jqg3-3gx8
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KpaTkoe onucaHwe: BoinoiHeHve npornsBoibHOMO KOAa B Junos Space
NaoeHTudwkaTop yassumoctn: CVE-2025-47273
oeHTndmkaTop NnporpaMmmHon owmnbkun: CWE-22 HekoppeKTHble OrpaHUYeHus nyTer A9 KaTaNoros (BbIX0Z 3a Npesesl katanora)

YA3BUMBIN NPOAYKT: Juniper Junos Space:
[0 24.1R5

KaTeropws ysi3BuMoro npoaykta: Cpe/cTBa 3allimTbl UHGOPMaLmK
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 8.8 AV:N/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 6.1 AV:N/AC.L/AT:N/PR:N/ULANCH/NVIEHNVAH/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://supportportal. juniper.net/s/article/2026-01-Security-Bulletin-Junos-Space-Multiple-vulnerabilities-resolved-in-24-1R5-release
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KpaTtkoe onucaHue: OTkas B 06C/1yXmBaHuMM B Junos Space Security Director Policy Enforcer module
NaoeHtndurkaTop ys3smumocTu: CVE-2022-45061
NaeHTndmkaTop NporpaMmmHoi owmnbkun: CWE-400 HekoHTpoanpyemoe 1CNoib30BaHWe PecypcoB (McUeprnaHmne pecypcoB)

YA3BUMBIN NPOAYyKT: Junos Space Security Director:
[0 24.1R3

Kateropus ysa3snMoro npogykra: CpeacTBa 3aLUmTel MHGOpMaLmm
Cnocob skcnnyataumm: OTnpaska creLyansHo ChopMMpoBaHHOTo 3anpoca.
Mocneactema skcnyataumm: OTkas B 06CTyXMBaHUY

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSV4: 6.6 AV:N/AC:L/AT:N/PR:N/UIN/NVC:N/VIEN/VA:H/SC:N/SEN/SAN/E:U/U:Green
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[JaTa BbiaBneHws / lata o6HoBAeHWs: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://supportportal juniper.net/s/article/2026-01-Security-Bulletin-Policy-Enforcer-Multiple-vulnerabilities-in-Python-resolved-in-24-
1R3-release
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KpaTtkoe onucaHue: OTkas B 06C/1yXmBaHuMM B Junos Space Security Director Policy Enforcer module
NoeHTndmkaTop yszsumocTtm: CVE-2021-3737
NaeHTndmkaTop NporpaMMHon owmnbkmn: CWE-835 BeckoHeuHbIn LKA (3aunkamBaHue)

YA3BUMBIN NPOAYyKT: Junos Space Security Director:
[0 24.1R3

Kateropus ysa3snMoro npogykra: CpeacTBa 3aLUmTel MHGOpMaLmm
Cnocob skcnnyataumm: OTnpaska creLyansHo ChopMMpoBaHHOTo 3anpoca.
Mocneactema skcnyataumm: OTkas B 06CTyXMBaHUY

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSv4: 1.2 AV:N/AC:L/AT:N/PRN/ULANCN/VIEN/NVAL/SC:N/SEN/SAN/E:U/U:Clear
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://supportportal juniper.net/s/article/2026-01-Security-Bulletin-Policy-Enforcer-Multiple-vulnerabilities-in-Python-resolved-in-24-
1R3-release
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KpaTtkoe onvcaHue: BeinonHeHe npon3BoibHOMo Koza B Junos Space Security Director Policy Enforcer module
NoeHTndmkaTop yszsumocTtn: CVE-2021-3177
NaeHTndmkaTop NnporpaMmHoi ownbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm bydepa namati

YA3BUMBIN NPOAYyKT: Junos Space Security Director:
[0 24.1R3

KaTeropws ysi3BuMoro npoaykta: Cpe/cTBa 3allimTbl UHGOPMaLmK
Cnocob akcnnyataumm: OTnpaska cneumansHo CGOPMUPOBAHHBIX JAHHDBIX.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4: 8.1 AV:N/AC:L/AT:N/PR:N/UIIN/NVCH/NVIHNVA:H/SC:N/SEN/SAN/E:U/U:Amber
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://supportportal juniper.net/s/article/2026-01-Security-Bulletin-Policy-Enforcer-Multiple-vulnerabilities-in-Python-resolved-in-24-
1R3-release
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KpaTtkoe onucaHue: OTkas B 06C/1yXmBaHuMM B Junos Space Security Director Policy Enforcer module
NoeHtndurkaTop ys3sumoctm: CVE-2019-20907
NaeHTndmkaTop NporpaMMHon owmnbkmn: CWE-835 BeckoHeuHbIn LKA (3aunkamBaHue)

YA3BUMBIN NPOAYyKT: Junos Space Security Director:
[0 24.1R3

Kateropus ysa3snMoro npogykra: CpeacTBa 3aLUmTel MHGOpMaLmm
Cnocob skcnayaTtaumm: OTnpaBka cneLnanbHO CO34aHHOro BpeLoHOCHOro darna.
Mocneactema skcnyataumm: OTkas B 06CTyXMBaHUY

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSV4: 6.6 AV:N/AC:L/AT:N/PR:N/UIN/NVC:N/VIEN/VA:H/SC:N/SEN/SAN/E:U/U:Green
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[JaTa BbiaBneHws / lata o6HoBAeHWs: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://supportportal juniper.net/s/article/2026-01-Security-Bulletin-Policy-Enforcer-Multiple-vulnerabilities-in-Python-resolved-in-24-
1R3-release
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Soda PDF Desktop
NaoeHTudwnkaTop yassumoctn: CVE-2025-14409
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anince 3a rpaHmiamm bydepa

YAa3BuMbIn NpoaykT: Soda PDF Desktop:
BCe Bepcuu

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1082/
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Soda PDF Desktop
NaoeHTudwnkaTop yassumoctn: CVE-2025-14412
NoeHTndrkaTop nporpammHon owmnbkmn: CWE-357 HepoCTaTouHO oueBMAHOE NpesynpexieHyie 06 onacHbIX onepaumax

YAa3BuMbIn NpoaykT: Soda PDF Desktop:
BCe Bepcuu

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e Nttps://www.zerodayinitiative.com/advisories/ZDI-25-1085/
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KpaTtkoe onvcaHue: 3annce nokaneHbix ¢parinos B Soda PDF Desktop
NaoeHTudwkaTop yassumoctn: CVE-2025-14413
NoeHTndmkaTop NnporpaMmmHon owmnbkun: CWE-22 HekoppeKTHble OrpaHUYeHus MyTer A9 KaTaloros (BbIX0Z 3a Npesensl katanora)

YAa3BuMbIn NpoaykT: Soda PDF Desktop:
BCe Bepcuu

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnyataumm: HekoppekTHaa MpoBepka BXOAHbLIX AaHHbIX.
MocneacTema skCryaTaumm: 3annce 10KanbHbIX Ganios

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e Nttps://www.zerodayinitiative.com/advisories/ZDI-25-1086/
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Soda PDF Desktop
NaoeHTudwnkaTop yassumoctn: CVE-2025-14414
NoeHTndrkaTop nporpammHon owmnbkmn: CWE-357 HepoCTaTouHO oueBMAHOE NpesynpexieHyie 06 onacHbIX onepaumax

YAa3BuMbIn NpoaykT: Soda PDF Desktop:
BCe Bepcuu

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1087/
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Soda PDF Desktop
NaoeHTudwkaTop yassumoctn: CVE-2025-14406
NoeHTndmkaTop nporpammHon owmnbkn: CWE-428 OTCyTCTBME KaBblUek BOKPYT 3/1eMeHTa B MyTW MOWCKa

YAa3BuMbIn NpoaykT: Soda PDF Desktop:
BCe Bepcuu

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayataumm: OTnpaska cneunansHO Co34aHHOro BPeAOHOCHOro daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.9 AV.L/AC.L/AT:N/PR:L/UEN/NC:HNIEHNAH/SC:N/SEN/SAN/E:U/U:Clear
BekTop ataku: JlokanbHbIn

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1079/
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KpaTtkoe onucaHue: MosbilweHve npusuiernin B Google ChromeQOS LTS
NaoeHTudwnkaTop yassumoctn: CVE-2025-38618
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBma aKCNayaTaLmm: MNoBbILeHe NpUBUAErN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 5.9 AV:L/ACL/AT:N/PR:L/UENNC:HNEHNA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTtkoe onucaHue: MosbilweHve npusuiernin B Google ChromeQOS LTS
NaoeHTudwnkaTop yassumoctn: CVE-2025-38350
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBma aKCNayaTaLmm: MNoBbILeHe NpUBUAErN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 5.9 AV:L/ACL/AT:N/PR:L/UENNC:HNEHNA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTtkoe onucaHue: MosbilweHve npusuiernin B Google ChromeQOS LTS
NaoeHTudwkaTop yassumoctn: CVE-2025-38000
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBma aKCNayaTaLmm: MNoBbILeHe NpUBUAErN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 5.9 AV:L/ACL/AT:N/PR:L/UENNC:HNEHNA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTtkoe onucaHue: MosbilweHve npusuiernin B Google ChromeQOS LTS
NaoeHTudwkaTop yassumoctn: CVE-2025-37890
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBma aKCNayaTaLmm: MNoBbILeHe NpUBUAErN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 5.9 AV:L/ACL/AT:N/PR:L/UENNC:HNEHNA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTtkoe onucaHue: OTkas B obcnyxmsaHnn B Google ChromeOS LTS
NaoeHTudwkaTop yassumoctn: CVE-2025-37797
NoeHTndrkaTop nporpammHon owmnbkun: CWE-20 HekoppekTHas npoBepka BXOAHbBIX AaHHbIX

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: HekoppekTHasi MpoBepKa BXOAHBIX AaHHbIX.
MocneactBua akcrnayaTaumm: OTKas B 06CNyXUBaHMN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV.L/ACL/PR:L/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 4.3 AV:L/ACL/AT:N/PR:L/UENNCN/VEN/VA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbINKM Ha NCTOYHKK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTkoe onmcaHve: Obxoa 6esonacHoct B Google ChromeOS LTS
NaoeHTudwkaTop yassumoctn: CVE-2026-0628
NoeHTndrkaTop NnporpammHon owmnbkun: CWE-264 YA3BUMOCTb B yNpaBaeHUM AOCTYMNOM, MPUBUNETUAMY 1 Pa3peLleHnaMu

Yassumbln npoaykt: Chrome OS:
A0 138.0.7204.301

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skcrnyataummn: O6xos 6e30MacHOCTH

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PRIN/ULANCHNIEH/NAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-19 / 2026-01-19

CCbIIKM Ha UCTOYHWK:

e https://chromereleases.googleblog.com/2026/01/long-term-support-channel-update-for_16.html
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KpaTkoe onncaHve: BeinonHeHve npon3soaeHOro koga s TrueConf Server
NaoeHTudwnkaTop yassumoctn: BDU:2025-10116

NoeHTndmkaTop nporpaMmHor owmnbkm: CWE-78 HekoppekTHas HerTpanmn3aums cneymanbHblX 31eMeHTOB, NCNob3yeMblX B CUCTEMHBIX
KoMaHzAax (BHeapeHve komaHz OC)

Yassumbln NpoaykT: TrueConf Server:
[0 537
[0 5.4.6
40 5.5.1
[0 5.5.1.10180

KaTeropus ys3B1Moro npogaykra: lNpuknagHoe nporpaMmHoe obecrneyeHvie
Cnocob akcnnyataumm: OTnpaska crneLmansHo cGopMUPOBAHHOMO 3aMmpoca.
MocneacTBmA sKcnNyaTaLum: BelnoaHeHVe NPOM3BOIbHOMO KOAa

PekoMeHaaLMN MO YCTPaHEHNIO: [aHHagd YA3BMMOCTb YCTPaHAETCA od)mumaﬂbem nat4yemMm BeHA0Pa. B CBSA3M CO CNOXMBLUENCS OOCTaHOBKOM
N BBEeAEHHbIMW CaHKLUMAMK MPOTWB Poccnickow CDeﬁ,epaumm pekomMeHdyeM yCTaHaB/IMBaTb 0bHOBNEHMA MNpPOorpaMMHOro obecneyeHus
TOJTIbKO MOcC/ie OUeHK BCeX COMyTCTBYHOLLINX PUCKOB.

OueHka CVSSv3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4: 0.0 AV:N/AC:L/AT:N/PR:N/UIENNC:H/NVIHNAH/SC:N/SEN/SAN
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[aTa BbiaBneHus / lata o6HoBReHus: 2025-08-20 / 2025-12-11

CCbLIKN Ha UCTOYHUK:

e https://bdu.fstec.ru/vul/2025-10116
e https://trueconf.ru/blog/update/trueconf-server-security-update-08-25
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KpaTkoe onucaHve: MonyyeHve KoHounaeHUmansHom nHopmaumm s TrueConf Server
NaoeHTudwkaTop yassumoctn: BDU:2025-10114
NoeHTnudrkaTop nporpammHon owmnbkun: CWE-228 HekoppekTHad 06paboTka CUHTaKCMYeCK HEBEPHBIX CTPYKTYP

Yassumbln NpoaykT: TrueConf Server:
[0 53.7
[0 5.5.1
[0 5.4.6
[0 5.5.1.10180

Kateropus ya3BnuMoro npogykra: [priknasHoe nporpaMMHoe obecrneyeHne
Cnocob akcnnyataumm: O6xoa npouecca ayTeHTndukaLmm
MocneacTema skcnyataumm: MNonyyeHvie KOHGUAEHUMANBHOM NMHGOPMaLIK

PekoMeHZaLmn No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs oduLIManbHbBIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NPOrpaMMHOro obecneyeHums
TONIBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/AC:L/PR:N/UL:N/S:U/C:H/IEN/ANN

OueHka CVSSv4: 0.0 AV:N/AC:L/AT:N/PR:N/UEN/VC:H/VEN/VA:N/SC:N/SEN/SA:N
Bektop ataku: CeTeBou

B3anmogerictBure ¢ nonb3osatenem: OTcyTCTByeT

[JlaTa BbiaBneHuna / [lata obHoBneHus: 2025-08-20 / 2025-12-11

CCbINKM Ha NCTOYHKK:

e https://bdu.fstec.ru/vul/2025-10114
e https://trueconf.ru/blog/update/trueconf-server-security-update-08-25




