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[lepeyeHb ya3BMMOCTeN

Ne OnacHocTb VineHTndrkaTop YA3BMMbIA MPOAYKT BekTop ataku  ocneacTsns Aata Hannne
n/n BbISBIEHNS  OOHOBEHWHA
1 | Kputnueckas CVE-2026-0881 Mozilla Thunderbird CeTteBoW ACE 2026-01-15 v
2 | Kpuntnyeckas CVE-2026-0884 Mozilla Thunderbird CeTteBoW DoS 2026-01-15 v
3 Bblcokast CVE-2026-0889 Mozilla Thunderbird CeTeBoi DoS 2026-01-15 v
4 | Kputnueckas CVE-2026-0892 Mozilla Thunderbird CeTeBoW ACE 2026-01-15 v
5 Bbicokas CVE-2026-0891 Mozilla Thunderbird n Thunderbird ESR CeTeBoM ACE 2026-01-15 N4
6 | Kputnyeckaa ~ CVE-2026-0884 Mozilla Thunderbird ESR CeTeBol DoS 2026-01-15 N4
7 Bbicokas CVE-2025-14327 Mozilla Thunderbird ESR CeTeBoM oSl 2026-01-15 N4
8 Bbicokas CVE-2026-0882 Mozilla Thunderbird n Thunderbird ESR CeTeBoM ACE 2026-01-15 v
9 Bblcokas CVE-2026-0880 Mozilla Thunderbird n Thunderbird ESR CeTeBoW ACE 2026-01-15 v
10 | Kputnueckas CVE-2026-0879 Mozilla Thunderbird n Thunderbird ESR CeTeBoW ACE 2026-01-15 v
11 Bblcokas CVE-2026-0878 Mozilla Thunderbird n Thunderbird ESR CeTeBoW ACE 2026-01-15 v
12 Bblcokas CVE-2026-0877 Mozilla Thunderbird n Thunderbird ESR CeTeBoW ACE 2026-01-15 v
13 Bbicokast CVE-2026-21287 Adobe Substance 3D Stager JlokanbHbIi ACE 2026-01-15 v
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14 Bbicokas CVE-2026-21305 Adobe Substance 3D Painter JlokanbHbIN ACE 2026-01-15 v
15 Bblcokas CVE-2026-21306 Adobe Substance 3D Sampler JlokaneHbI ACE 2026-01-15 v
16 Bblcokas CVE-2026-21283 Adobe Bridge JlokaneHbI ACE 2026-01-15 v
17 Bbicokas CVE-2026-21280 Adobe lllustrator JlokanbHbIl ACE 2026-01-15 v
18 Bbicokas CVE-2026-21281 Adobe InCopy JlokaneHbI ACE 2026-01-15 v
19 Bblcokas CVE-2026-21304 Adobe InDesign JlokaneHbI ACE 2026-01-15 v
20 Bblcokas CVE-2026-21277 Adobe InDesign JlokaneHbI ACE 2026-01-15 v
27 Bblcokas CVE-2026-21276 Adobe InDesign JlokaneHbI ACE 2026-01-15 N4
22 Bblcokas CVE-2026-21275 Adobe InDesign JlokaneHbI ACE 2026-01-15 v
23 | Kputnyeckaa  CVE-2026-21858 na8n CeTteBown OSl 2026-01-07 v
24 | Kputnyeckaa  CVE-2025-68613 na8n CeTteBown OSl 2025-12-23 v
25 | Kputnyeckaa  CVE-2025-68668 na8n CeTteBoW ACE 2026-01-07 v
26 | KpuTuueckas  CVE-2025-20393 C'SCSZCSSrC; Eﬁj}?glgﬁg% :::ggsco CeTeBolt ACE 2025-12-17 X
27 | Kputnyeckaa  CVE-2025-14733 WatchGuard Firebox iked CeTeBon ACE 2025-12-19 v
28 Bbicokas CVE-2025-15059 GIMP JlokanbHbIN ACE 2026-01-12 v
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29 | Kputnyeckaa  CVE-2025-66589 AzeoTech DAQFactory CeTeBOM oSl 2026-01-09 v
30 Bblcokas CVE-2025-66585 AzeoTech DAQFactory JlokanbHbIN ACE 2026-01-09 v
31 Bblcokas CVE-2025-66586 AzeoTech DAQFactory JlokanbHbIN ACE 2026-01-09 v
32 | Kputnueckaa  CVE-2025-66590 AzeoTech DAQFactory CeTteBoW ACE 2026-01-09 v
33 e CVE-2025-65606 TOTOLINK EX200 e ACE 2026-01-08 X
onpegeneHo onpegeneHo
34 Bblcokas CVE-2025-69194 GNU wget CeTeBoW oSl 2026-01-07 v
35 Bblcokas CVE-2026-0628 Google Chrome 1 Microsoft Edge CeTeBoi SB 2026-01-06 v
36 Bbicokas CVE-2025-68973 GNuPG JlokanbHblii ACE 2025-12-29 X
37 | Kputnyeckaa  CVE-2025-59719 Fortinet products CeTeBon SB 2025-12-10 v
38 | Kputnyeckaa  CVE-2025-59718 Fortinet products CeTeBon SB 2025-12-10 v
39 | Kputnyeckaa  CVE-2025-20337 Cisco Identity Services Engine CeTeBon ACE 2025-06-25 v
40 | Kputnyeckaa — CVE-2025-20282 Cisco Identity Services Engine CeTeBon ACE 2025-06-25 v
41 | Kputnyeckaa — CVE-2025-20281 Cisco Identity Services Engine CeTeBon ACE 2025-06-25 v




KpaTtkoe onucaHwue: BeinonHeHe nponssoibHoro koga B Mozilla Thunderbird
NaoeHTudmkaTop yassumocTn: CVE-2026-0881
NoeHTndmkaTop nporpammHon owmnbkn: CWE-693 HekoppekTHOe 1CMob30BaHe 3aLyMTHbIX MEXaHN3MOB

Yassumbln npoaykT: Mozilla Thunderbird:
141.0-146.0

KaTeropus ys3BuMOro npogykra: [NprknaaHoe nporpaMMHoe obecneyeHne
Cnocob skcrnyataumm: O6Xo4 orpaHuyeHnin 6e3onacHoCTY
MocneacTsma skCnayaTaumm: BoinoiHeHe Npor3BOIBHOIO KoJa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 10.0 AV:IN/AC:L/PR:N/UEN/S:C/C:H/IIH/AH

OueHka CVSSv4; 6.1 AV:N/AC.L/AT:N/PR:N/ULANCH/NVIEHNVAH/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/




KpaTtkoe onucaHue: Otkas B obcnyxmnsaHnm B Mozilla Thunderbird
NaoeHTudmkaTop yassumoctn: CVE-2026-0884
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykT: Mozilla Thunderbird:
141.0-146.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
Mocneactema skcryataumm: OTkas B 06CNYXMBaHUN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 1.2 AV:N/ACL/AT:N/PR:N/ULANCN/VIEN/NVA:L/SC:N/SEN/SAN/E:U/U:Clear
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/




KpaTtkoe onucaHue: Otkas B obcnyxmnsaHnm B Mozilla Thunderbird
NaoeHTudwkaTop yassumoctn: CVE-2026-0889
NoeHTndrkaTop nporpammHon owmnbkun: CWE-20 HekoppekTHas npoBepka BXOAHbBIX AaHHbIX

Yassumbln npoaykT: Mozilla Thunderbird:
141.0-146.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
Mocneactema skcryataumm: OTkas B 06CNYXMBaHUN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSv4; 0.5 AV:N/AC:H/AT:N/PR:N/ULANCN/NVEN/NVA:L/SC:N/SEN/SAN/E:U/U:Clear
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/




KpaTtkoe onucaHwue: BeinonHeHe nponssoibHoro koga B Mozilla Thunderbird
NaoeHTudwkaTop yassumoctn: CVE-2026-0892
NoeHTndmkaTop nporpammHon owmnbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm dydepa namati

Yassumbln npoaykT: Mozilla Thunderbird:
141.0-146.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 6.1 AV:N/AC.L/AT:N/PR:N/ULANCH/NVIEHNVAH/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/




KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudmkaTop yassumoctn: CVE-2026-0891
NoeHTndmkaTop nporpammHon owmnbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm dydepa namati

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 8.1 AV:N/AC:H/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: Otkas B obcnyxmsanHum 8 Mozilla Thunderbird ESR
NaoeHTudmkaTop yassumoctn: CVE-2026-0884
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Yassumbln npoaykT: Mozilla Thunderbird:
128.0-140.6.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
Mocneactema skcryataumm: OTkas B 06CNYXMBaHUN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 1.2 AV:N/ACL/AT:N/PR:N/ULANCN/VIEN/NVA:L/SC:N/SEN/SAN/E:U/U:Clear
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onvcaHue: MonyyeHne koHpnaeHUansHou napopmaumm 8 Mozilla Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2025-14327
NoeHTnudurkaTop nporpammHon owmnbkun: CWE-451 HekoppekTHoe npeAcTaBaeHne BaxXHOW HGOopMaLmn MHTephencom nonb3oBatens

Yassumbln npoaykT: Mozilla Thunderbird:
128.0-140.6.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
Mocneactema skcryataumm: MNosyyeHvie KoHGUAEHUMaNbHOM NMHGOPMaLIK

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.5 AV:N/ACL/PR:N/UIN/S:U/C:N/I:H/AN

OueHka CVSSv4; 1.2 AV:N/ACL/AT:N/PR:N/ULANCN/VILNVAN/SC:N/SEN/SAIN/E:U/U:Green
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbINKM Ha NCTOYHKK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2026-0882
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamaTi Moc/ie ee 0CBOBOXAEHNS
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2026-0880
NaoeHTudvrkaTop nporpammHoi owmnbkn; CWE-190 LienouncneHHoe nepenonHeHue Uam LMKAn4eckinin Bo3spat

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITVEe NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BoIbHOI0 Koza

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.0 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:N/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2026-0879
NoeHTndmkaTop nporpammHon owmnbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm dydepa namati

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 9.8 AV:N/ACL/PR:N/UEN/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2026-0878
NoeHTndmkaTop nporpammHon owmnbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm dydepa namati

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITVEe NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BoIbHOI0 Koza

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 8.0 AV:N/AC:H/PR:N/ULR/S:C/C:H/IH/A:N

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHOro koga B Mozilla Thunderbird v Thunderbird ESR
NaoeHTudwkaTop yassumoctn: CVE-2026-0877
NoeHTndmkaTop nporpammHon owmnbkun: CWE-693 HekoppekTHOe 1CMob30BaHe 3aLMTHbIX MEXaHN3MOB

Ya3BuMbIn NpoaykT: Mozilla Thunderbird:
141.0-146.0
Mozilla Thunderbird:
128.0 - 140.6.0

Kateropus ysa3BuMOro npogykra: [NprknaaHoe nporpaMMHoe obecneyeHne
Cnocob skcrnyataumm: O6Xo4 orpaHuyeHnin 6e3onacHoCTY
MocneacTsma skCnayaTaumm: BoinoiHeHe Npor3BOIBHOIO KoJa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 8.1 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/A:N

OueHka CVSSv4: 6.0 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:N/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[JlaTa BbigBneHuna / [lata o6HoBnenus: 2026-01-15/2026-01-15

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2026-04/
e https://www.mozilla.org/en-US/security/advisories/mfsa2026-05/
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KpaTtkoe onucaHue: BeinonHeHe nponssoibHoOro koga B Adobe Substance 3D Stager
NaoeHTudwnkaTop yassumoctn: CVE-2026-21287
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3BuMbIN NpoaykT: Substance 3D Stager:
2.0.0-3.15

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/substance3d_stager/apsb26-09.html
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Adobe Substance 3D Painter
NaoeHTudwkaTop yassumoctn: CVE-2026-21305
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anunce 3a rpaHmiamm bydepa

Ya3suMbln NpoaykT: Substance 3D Painter:
10.0.0-11.03

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/substance3d_painter/apsb26-10.html
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Adobe Substance 3D Sampler
NaoeHTudwkaTop yassumoctn: CVE-2026-21306
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anunce 3a rpaHmiamm bydepa

Yassumbln NpoaykT: Adobe Substance 3D Sampler:
4.0.0-51.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/substance3d-sampler/apsb26-11.html
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 Adobe Bridge
NaoeHTudmkaTop yassumoctn: CVE-2026-21283
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

YAa3suMbln NpoaykT: Adobe Bridge:
14.0.0-16.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/bridge/apsb26-07.html
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KpaTtkoe onvcaHue: BeinonHeHne npounssoibHoro koga 8 Adobe Illustrator
NaoeHTudwkaTop yassumoctn: CVE-2026-21280
NoeHTndrkaTop nporpammHon owmnbkun: CWE-427 HekoHTpOAMPYeMbIA S1EMEHT MyTW Nnomcka

Yassumbln npoaykT: Adobe lIllustrator:
22.0-30.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnnyaTaumm: OTnpaska cneunansHO Co34aHHOro BPeAOHOCHOro daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.6 AV:L/AC.L/PR:N/ULR/S:C/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/illustrator/apsb26-03.html
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KpaTtkoe onucaHue: BeinonHeHne nponssonibHoro koga 8 Adobe InCopy
NaoeHTudmkaTop yassumocTn: CVE-2026-21281
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

Yassumblin NpoaykT: InCopy:
18.0-21.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/incopy/apsb26-04.html




23

19

KpaTtkoe onucaHue: BeinonHeHe nponssosibHoro koga B Adobe InDesign
NaoeHTudmkaTop yassumoctn: CVE-2026-21304
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

Yassumbln npoaykT: Adobe InDesign:
18.0-21.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/indesign/apsb26-02.html
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KpaTtkoe onucaHue: BeinonHeHe nponssosibHoro koga B Adobe InDesign
NaoeHTudwkaTop yassumoctn: CVE-2026-21277
NaoeHTndrkaTop nporpammHon owmnbkn: CWE-122 MepenonHeHue bydepa B AVHaMUYECKON NaMATH

Yassumbln npoaykT: Adobe InDesign:
18.0-21.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/indesign/apsb26-02.html
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KpaTtkoe onucaHue: BeinonHeHe nponssosibHoro koga B Adobe InDesign
NaoeHTudwkaTop yassumoctn: CVE-2026-21276
NoeHTndmkaTop nporpammHon owmnbkun: CWE-824 ObpalLlieHne K HeMHUUMaNN3MPOBaHHOMY YKa3aTesnto

Yassumbln npoaykT: Adobe InDesign:
18.0-21.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/indesign/apsb26-02.html
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KpaTtkoe onucaHue: BeinonHeHe nponssosibHoro koga B Adobe InDesign
NaoeHTudwkaTop yassumoctn: CVE-2026-21275
NoeHTndmkaTop nporpammHon owmnbkun: CWE-824 ObpalLlieHne K HeMHUUMaNN3MPOBaHHOMY YKa3aTesnto

Yassumbln npoaykT: Adobe InDesign:
18.0-21.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOO BPeAOHOCHOrO daiina.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2026-01-15/ 2026-01-15

CCbIIKM Ha UCTOYHWK:

e https://helpx.adobe.com/security/products/indesign/apsb26-02.html
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KpaTtkoe onvcaHue: MonyyeHne koHdnaeHUManeHom nHdopmMaLm B N8n

NoeHTndurkaTop ys3sumocTm: CVE-2026-21858
BDU:2026-00126

VpeHTudmkaTop nporpammHort owmbku: CWE-20 HekoppekTHasi npoBepka BXOAHbBIX AaHHbIX

YA3BUMBIN NpOAyKT: N8n:
1.65.0-1.121.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyataumm: OTnpaska cneLmansHo CO34aHHOM0 BpeAOHOCHOro dalina.
MocneacTBua akCnayaTaumm: NonyyeHvie KoHGUAeHUMaNbHON MHGOpMaLIN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 10.0 AV:IN/ACL/PR:N/UIEN/S:C/C:H/IEH/AN
Ouenka CVSSv4: He onpeseneHo

BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoiiBneHus / lata obHoBnenus: 2026-01-07 / 2026-01-12
CCbINKM Ha NCTOYHKK:

e https://nvd.nist.gov/vuln/detail/CVE-2026-21858
e https://bdu.fstec.ru/vul/2026-00126
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KpaTtkoe onvcaHue: lMonyyeHue koHeuaeHUMansHom nHdopmMaLmm B n8n
NaoeHTudwkaTop yassumoctn: CVE-2025-68613
NaoeHTndrkaTop nporpammHon owmnbkun: CWE-913 HekoppekTHoe ynpasieHne AnHaMnyecki 3MeHAeMbIMY MPOrpaMMHbBIMU pecypcamu

YA3BUMBIN NpOAyKT: N8n:
0.211.0-1.121.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyataumm: OTnpaska cneLmansHo CO34aHHOM0 BpeAOHOCHOro dalina.
MocneacTBua akCnayaTaumm: NonyyeHvie KoHGUAeHUMaNbHON MHGOpMaLIN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 9.9 AV:N/AC:L/PR:L/UIN/S:C/C:H/I:H/AH

OueHka CVSSv4; 8.6 AV:N/AC:L/AT:N/PR:L/UENNC:HNEH/NAN/SCN/SEN/SA:N/E:A/U:Green
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBNneHus / lata obHoBneHus: 2025-12-23 / 2025-12-23

CCbINKM Ha NCTOYHKK:

e https://github.com/n8n-io/n8n/security/advisories/GHSA-vI8v-ff95-f3cp
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KpaTkoe onucaHue: BuinonHeHmne nporssoabHOMO KoAa B N8N
NaoeHTudwkaTop yassumoctn: CVE-2025-68668
NoeHTndmkaTop nporpammHon owmnbkn: CWE-693 HekoppekTHOe 1CMob30BaHe 3aLyMTHbIX MEXaHN3MOB

YA3BUMBIN NpOAyKT: N8n:
1.0.0-1.123.9

KaTeropus ys3BuMOro npogykra: [NprknaaHoe nporpaMMHoe obecneyeHne
Cnocob skcrnyataumm: O6Xo4 orpaHuyeHnin 6e3onacHoCTY
MocneacTsma skCnayaTaumm: BoinoiHeHe Npor3BOIBHOIO KoJa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.9 AV:N/AC:L/PR:L/UIN/S:C/C:H/I:H/A:L
OueHka CVSSv4: 6.3 AV:N/AC:L/ATN/PR:L/UENNC:HNVIEH/NVAH/SC:N/SEN/SAN/E:U/U:Green
BekTop ataku: Cetesou
B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT
[aTa BoisBneHus / lata o6HoBneHus: 2026-01-07 / 2026-01-07
CCbIIKM Ha UCTOYHWK:
e https://github.com/advisories/GHSA-62r4-hw23-cc8v
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KpaTtkoe onvcaHue: BeinonHeHmne nponssonbHoro kogda B Cisco Secure Email Gateway And Cisco Secure Email and Web Manager

NaoeHTudwkaTop yassumoctn: CVE-2025-20393
BDU:2025-16120

NaeHTndmkaTop NporpaMmHoi owmnbkun: CWE-20 HekoppekTHast NpoBepKa BXOAHbIX AaHHbIX

YA3BUMBIN NpoayKkT: Secure Email Gateway:
BCe Bepcum
Cisco Secure Email and Web Manager:
BCe Bepcuu

KaTeropus ys3B1Moro npogaykra: TenekoMMmyHvKaLMoHHoe 06opyaoBaHme
Cnocob akcnnyataumm: OTnpaska cneumansHo CGOPMUPOBAHHBIX JAHHDBIX.
MocneacTBma skCnNyaTaLum: BelnoaHeHVe NPOM3BOIbHOMO KOAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

OueHka CVSSv3: 10.0 AV:IN/AC:L/PR:N/UEN/S:C/C:H/IIH/AH

OueHka CVSSv4; 9.3 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SA:N/E:A/U:Red
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoisBneHus / lata o6HoBNeHws: 2025-12-17 / 2025-12-17

CCbINKM Ha NCTOYHKK:

e https://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-sma-attack-N9bf4
e https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws36549
e https://bdu.fstec.ru/vul/2025-16120
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KpaTtkoe onucaHue: BeinonHeHne nponssoibHOro koga B WatchGuard Firebox iked

NoeHtndurkaTop ys3sumoctm: CVE-2025-14733
BDU:2025-16142

NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anunce 3a rpaHmiamm bydepa

Ya3sumbln NpoaykT: Fireware OS:
11.10.2-2025.1.3

KaTeropus ys3BuMoro npogykra: CpeacTBa 3alUmThl MHGOPMaLmK
Cnocob akcnnyataumm: 3anucs 3a npejenamn bydepa.
MocneacTsma skCnayaTaumm: BoinoiHeHe Npor3BOIBHOIO KoJa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.8 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:H/AH

OueHka CVSSv4; 9.3 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SA:N/E:A/U:Red
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbINKM Ha NCTOYHKK:

e https://www.watchguard.com/wgrd-psirt/advisory/wgsa-2025-00027
e https://bdu.fstec.ru/vul/2025-16142
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KpaTkoe onucaHue: BoinosiHeHvie Npor3BoabHOro koga B GIMP
NoeHtndurkaTop ys3sumoctm: CVE-2025-15059
NoeHTndmkaTop nporpammHoi owmnbkn: CWE-122 MNepenonHeHue bydepa B AMHAMNYECKON NaMATH

YA3BuMbIn NpoaykT: Gimp:
3.00-3.14

KaTeropwsi ysi3BMMOro npoaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyaTaumm: OTKpbITVE NONb30BaTeNeM CrielanbHO CO34aHHOro BPeAoHOCHOro daiina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata obHoBneHus: 2026-01-12 / 2026-01-12

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1196/
e https://gitlab.gnome.org/GNOME/gimp/-/commit/03575ac8cbb0ef3103b0a15d6598475088dcc15e
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KpaTtkoe onvcaHue: MonyyeHne koHdnaeHUmansHom nHdopmarmm B AzeoTech DAQFactory
NoeHtndurkaTop ys3sumocTm: CVE-2025-66589
NaeHTndmkaTop NnporpammHoi owmnbkun: CWE-125 YteHne 3a npeaenamn bydepa

Yassumbln npoaykT: DAQFactory:
20.7 2555 and previous versions

Kateropus ya381MMOro npoaykTa: INpoMblLLIeHHOe MporpamMMHo-annapatHoe 0bopyaoBaHye
Cnocob akcnnyataumm: OTKpbITVe MONb30BaTeNeM CneyyanbHO CO34aHHOM0 BPeJOHOCHOro darna.
MocneacTema skcnyataumm: MNonyyeHvie KOHGUAEHUMANBHOM NMHGOPMaLIK

PekomeHAaLMKM MO yCTpaHeHWO: [laHHasA yA3B1MOCTb YCTPAHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECH 0OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 9.1 AV:N/AC:L/PR:N/UIN/S:U/C:H/I:N/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PRIN/ULANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[aTa BoisBneHus / lata o6HoBneHus: 2026-01-09 / 2026-01-09

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1156/
e https://www.cisa.gov/news-events/ics-advisories/icsa-25-345-03
e https://www.zerodayinitiative.com/advisories/ZDI-25-1157/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1158/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1159/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1160/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1161/
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KpaTtkoe onucaHue: BeinonHeHe Nnpon3soibHOro koga B AzeoTech DAQFactory
NaoeHtndurkaTop ysi3sumocTm: CVE-2025-66585
NoeHTndmkaTop NnporpammHoi owmnbkun: CWE-416 icnonb3oBaHWe nocie 0CBOHOXAEHNSA

Yassumbln npoaykT: DAQFactory:
20.7 2555 and previous versions

KaTeropwsi ysi3BMMOro npoaykTa: MpoMblLLNeHHoe NporpaMMHO-annapaTHoe 06opyaoBaHyvie
Cnocob akcnnyaTaumm: Icnonb3oBaHe NamaTi Mocie ee 0CBOOOXAEHNS
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-09 / 2026-01-09

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1128/
e https://www.cisa.gov/news-events/ics-advisories/icsa-25-345-03
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KpaTtkoe onvcaHue: BeinonHeHne nponssoibHOro koga 8 AzeoTech DAQFactory
NaoeHTudwnkaTop yassumoctn: CVE-2025-66586
oeHTndmkaTop nporpammHon owmnbkun: CWE-843 [locTyn K pecypcam C UCMONb30BaHEM HECOBMECTVIMBIX TUMOB (CMeLLeHVe TUMOB)

Yassumbln npodykT: DAQFactory:
20.7 2555 and previous versions

KaTeropwsi ysi3BMMOro NpoaykTa: MpoMblLLNeHHoe NporpaMMHO-annapaTHoe 06opyaoBaHyvie
Cnoco6 skcnayataumm: OTKpbITVE MNOMb30BaTeNeM CreLyanbHO CO3AaHHOMO BPeAOHOCHOrO daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NPOrpaMMHOro obecrneyeHums
TONBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSv3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-09 / 2026-01-09

CChlIKM Ha NCTOYUHWIK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1131/
e https://www.cisa.gov/news-events/ics-advisories/icsa-25-345-03
e https://www.zerodayinitiative.com/advisories/ZDI-25-1132/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1133/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1134/
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KpaTtkoe onucaHue: BeinonHeHe npon3soibHOro koga B AzeoTech DAQFactory
NaoeHTudwkaTop yassumoctn: CVE-2025-66590
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anince 3a rpaHmiamm bydepa

Yassumbln npoaykT: DAQFactory:
20.7 2555 and previous versions

KaTeropus ys3B1MOro npoaykTa: MNpomMbiLLieHHoe NporpaMmMHo-annapatHoe o6opyaoBaHme
Cnocob akcrnnyaTauum: OTKpbITVE NOb30BaTeNeM CreLyanbHO CO34aHHOro BpeaoHOCHOro daiina.
MocneacTBua 3KCMIyaTaLmmn: BoinoaHeHe Npor3BoIbHOIO KoAa

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbBIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 9.8 AV:N/AC.L/PR:N/UI:N/S:U/C:H/I:H/AH

OueHka CVSSV4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHuna / [lata o6HoBneHus: 2026-01-09 / 2026-01-09

CChlIKM Ha NCTOYUHWIK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1162/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1129/
e https://www.zerodayinitiative.com/advisories/ZDI-25-1130/
e Nttps://www.cisa.gov/news-events/ics-advisories/icsa-25-345-03
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KpaTkoe onucaHwe: BoinonHerve nponssonsHoro koga B TOTOLINK EX200
NaoeHTudmkaTop yassumoctn: CVE-2025-65606
NoeHTnudrkaTop NnporpammHorn owmnbkun: CWE-388 YA3BUMOCTK, CBA3aHHbLIE C 00PaboTKOM OLLNOOK

Ya3suMbIn nNpoaykT: EX200:
BCe BepCcuM

KaTeropws ysi3BuMoro npoaykta: Cpe/cTBa 3allimTbl UHGOPMaLmK
Cnocob skcnayataumm: OTnpaska cneunansHO Co34aHHOro BPeAOHOCHOro daiina.
MocneacTBua aKCNAyaTaLmm: BeinoaHeHe Npor3BOIbLHOIO KoAa

PekoMeHAaLMM MO yCTpaHeHW: OrpaHuunTb AOCTYN K YA3BMMOMY MPOAYKTY CPeACTBaMM MEeXCETEBOro 3KPaHWPOBaHVS AW ApYrMY
AAMUHUCTPATUBHBIMI MepaMU.

Ouenka CVSSV3: He onpeseneHo

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTOp aTaku: He onpeaeneHo

B3anmogelicTBure € nonb3osaTtesieM: He onpeaeneHo

[laTa BoisBneHus / lata o6HoBneHus: 2026-01-08 / 2026-01-08

CCbINKM Ha NCTOYHKK:

e Nttps://www.kb.cert.org/vuls/id/295169
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KpaTtkoe onvcaHue: MonyyeHue koHdnaeHUmansHom nHdopmaumm 8 GNU wget
NoeHtngmkaTop ys3sumocTtm: CVE-2025-69194
oeHTndmkaTop NporpaMMHor owmnekun: CWE-22 HekoppeKTHble OrpaHUYeHusa nyTer Ana KaTanoros (BbIX0Z 3a Npeaenbl katanora)

YS13BUMBI NPOAYKT: wget:
200-220

Kateropus ya3s1Moro npogykra: CepBepHoe NporpaMMHoe obecrneyeHme 1 ero KOMMNOHEeHThI
Cnocob akcnnyataumm: OTKpbITVE MONb30BaTeNeM CnelyanbHO CO34aHHOM BPeJOHOCHOM BeO-CTPaHNLb.
MocneacTema skcnyataumm: MNonyyeHvie KOHGUAEHUMANBHOM NMHGOPMaLIK

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT.N/PRIN/ULLANC:HNIHNAH/SC:N/SEN/SA:N/E:U/U:Amber
Bektop ataku: CeTeBou

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[aTa BoisBneHus / lata o6HoBneHus: 2026-01-07 / 2026-01-07

CCbINKM Ha NCTOYHKK:

e Nttps://bugzilla.redhat.com/show_bug.cgi?id=2425773
e https://gitlab.com/gnuwget/wget2/-/commit/485c6aa5ba38cb369c6eb8564ea97cddc854049¢e




39

35

KpaTkoe onmcaHve: Obxoa besonacHocT B Google Chrome 1 Microsoft Edge
NaoeHTudwkaTop yassumoctn: CVE-2026-0628
NoeHTndrkaTop NnporpammHon owmnbkmn: CWE-264 YA3BUMOCTb B yNpaBaeHUM AOCTYMOM, NMPUBUNETUAMY 1 Pa3peLleHnaMu

YasBuMbIn NpodykT: Google Chrome:
100.0.4896.60 - 143.0.7499.170
Microsoft Edge:
100.0.1185.29 - 143.0.3650.96

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skcrnyataummn: O6xos 6e30MacHOCTH

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PRIN/ULANCHNIEH/NAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[laTa BoigBneHus / lata o6HoBneHus: 2026-01-06 / 2026-01-06

CCbIIKM Ha UCTOYHWK:

e https://chromereleases.googleblog.com/2026/01/stable-channel-update-for-desktop.html
e Nttps://crbug.com/463155954
e https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2026-0628
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KpaTkoe onucaHwe: BbinonHeHve nponssoibHOro koga B GNuPG
NaoeHTudmkaTop yassumoctn: CVE-2025-68973
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anunce 3a rpaHmiamm bydepa

Ya3sumbln NpoaykT: GnuPG:
BCe BepCuM

Kateropus ysa3snMoro npogykra: CpeacTBa 3aLUmTel MHGOpMaLmm
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekoMeHzauMM No ycTpaHeHnto: OrpaHnunTb AOCTYMN K YsS3BYMOMY MPOAYKTY CPeACTBaMU MEXCeTeBOro 3KPaHMpPOBaHUA WU ApYrUMi
AAMUHUCTPATVBHBIMI Mepamu.

OueHka CVSSv3: 7.8 AV:L/AC:H/PR:N/UIN/S:C/C:H/I:H/AN

OueHka CVSSv4: 8.1 AV:N/AC:L/AT:N/PR:N/UIN/NVCH/NVIHNVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[laTa BoisBneHus / lata 06HoBNeHWs: 2025-12-29 / 2025-12-29

CCbIIKN Ha NCTOYHUK:

e https://seclists.org/oss-sec/2025/94/311
e https://gpg.fail/memcpy
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KpaTtkoe onucaHue: Obxog 6esonacHocTy B Fortinet products
NoeHtndurkaTop yszsumoctm: CVE-2025-59719
oeHTndmkaTop NporpaMmmHoi owmnbkun: CWE-347 HekoppekTHasa NpoBepka KpUnTorpaduyeckor nognmncu

Ya3sumbln npoaykT: FortioS:

7.00-7.63
FortiProxy:
7.0.0-7.63
FortiSwitch Manager:
7.0.0-726
Fortiweb:
7.4.0-8.0.0

Kateropus ysa3BMMOro npogykra: TenekoMmyHMKaLoHHoe 060pyoBaHme
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcrnyataumn: O6xos 6e30MacHOCTH

PekoMeHZaLmn No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHSeTcs oduLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOM
N BBEAEHHbBIMW CaHKLUMAMK NPoTnB Poccuiickon Pesepalii pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA MPOrpaMMHOro obecneyeHums
TONIBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

OueHka CVSSv3: 9.8 AV:N/AC.L/PR:N/UI:N/S:U/C:H/I:H/AH

OueHka CVSSv4: 7.2 AV:N/ACL/AT:P/PR:N/ULEN/NVC:H/NVIEH/NVAH/SC:N/SEN/SAN/E:U/U:Red
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[Jata BbiaBneHuna / [lata ooHoBnenus: 2025-12-10/ 2025-12-10

CCblIKM Ha UCTOYHUK:

e https://www.fortiguard.com/psirt/FG-IR-25-647
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KpaTtkoe onucaHue: Obxog 6esonacHocTy B Fortinet products
NoeHtndurkaTop ys3sumoctm: CVE-2025-59718
oeHTndmkaTop NporpaMmmHoi owmnbkun: CWE-347 HekoppekTHasa NpoBepka KpUnTorpaduyeckor nognmncu

Ya3sumbln npoaykT: FortioS:

7.00-7.63
FortiProxy:
7.0.0-7.63
FortiSwitch Manager:
7.0.0-726
Fortiweb:
7.4.0-8.0.0

Kateropus ysa3BMMOro npogykra: TenekoMmyHMKaLoHHoe 060pyoBaHme
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcrnyataumn: O6xos 6e30MacHOCTH

PekoMeHZaLmn No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHSeTcs oduLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOM
N BBEAEHHbBIMW CaHKLUMAMK NPoTnB Poccuiickon Pesepalii pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA MPOrpaMMHOro obecneyeHums
TONIBKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

OueHka CVSSv3: 9.8 AV:N/AC.L/PR:N/UI:N/S:U/C:H/I:H/AH

OueHka CVSSv4: 9.2 AV:N/ACL/AT:P/PR:N/ULN/NC:H/VIEH/NVA:H/SC:N/SEN/SAN/E:A/U:Red
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[Jata BbiaBneHuna / [lata ooHoBnenus: 2025-12-10/ 2025-12-10

CCblIKM Ha UCTOYHUK:

e https://www.fortiguard.com/psirt/FG-IR-25-647
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KpaTtkoe onucaHue: BeinonHeHre nponssoibHOro koda B Cisco Identity Services Engine
NoeHtndurkaTop ys3sumocTm: CVE-2025-20337

NoeHTndmkaTop MporpaMMHON owmnbkn: CWE-74 HekoppekTHas HelTpanvsauma cneumanbHblX 3N1EMEHTOB B BbIXOAHbLIX AJHHbIX,
OTMPaBAAEMbIX KNVMEHTY (BHeApeHe)

Yassumbln npoaykT: Cisco ldentity Services Engine (ISE):
3.3-3.4P1

KaTeropwsi ysi3BMMOro npoaykTa: TenekoMMyHMKauvioHHoe 0bopyoBaH/e
Cnocob skcnayaTaumm: HekoppekTHasi MpoBepKa BXOAHBIX AaHHbIX.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 10.0 AV:IN/AC:L/PR:N/UEN/S:C/C:H/IIH/AH

OueHka CVSSv4; 9.3 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SA:N/E:A/U:Red
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata 06HoBneHus: 2025-06-25 / 2025-06-25

CCbINKM Ha NCTOYHKK:

e https://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-ise-unauth-rce-ZAd2Gnj6
e https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp02814
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KpaTtkoe onucaHue: BeinonHeHre nponssoibHOro koda B Cisco Identity Services Engine
NoeHtTndurkaTop ys3sumocTm: CVE-2025-20282
NaoeHTndmkaTop NporpaMmHoir owmnokun: CWE-434 OTcyTCTBME OrpaHyeHin Ha 3arpy3ky ¢arnos Hebe30macHoro T1na

Yassumbln npoaykT: Cisco ldentity Services Engine (ISE):
3.4 -3.4P1

KaTeropwsi ysi3BMMOro npoaykTa: TenekoMMyHMKauvioHHOe 0bopyoBaHme
Cnocob akcnnyataumm: OTnpaska crneLmansHo Co3aHHOM0 BpeAOHOCHOro dalina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 10.0 AV:IN/ACL/PR:N/ULN/S:C/C:H/IIH/AH

OueHka CVSSv4: 8.1 AV:N/AC:L/AT:N/PR:N/UINNC:H/NVIHNA:H/SC:N/SEEN/SAN/E:U/U:Red
Bektop ataku: CeTeBou

B3anmogelicTBure ¢ nonb3osatesieM: OTCyTCTBYET

[JaTa BbiaBneHws / lata o6HoBAeHWs: 2025-06-25 / 2025-06-25

CCbINKM Ha NCTOYHKK:

e https://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-ise-unauth-rce-ZAd2Gnj6
e https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp02821
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KpaTtkoe onucaHue: BeinonHeHre nponssoibHOro koda B Cisco Identity Services Engine
NoeHTndurkaTop ys3smumocTu: CVE-2025-20281

NoeHTndmkaTop MporpaMMHON owmnbkn: CWE-74 HekoppekTHas HelTpanvsauma cneumanbHblX 3N1EMEHTOB B BbIXOAHbLIX AJHHbIX,
OTMPaBAAEMbIX KNVMEHTY (BHeApeHe)

Yassumbln npoaykT: Cisco ldentity Services Engine (ISE):
3.3-3.4P1

KaTeropwsi ysi3BMMOro npoaykTa: TenekoMMyHMKauvioHHoe 0bopyoBaH/e
Cnocob skcnayaTaumm: HekoppekTHasi MpoBepKa BXOAHBIX AaHHbIX.
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 10.0 AV:IN/AC:L/PR:N/UEN/S:C/C:H/IIH/AH

OueHka CVSSv4; 9.3 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SA:N/E:A/U:Red
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata 06HoBneHus: 2025-06-25 / 2025-06-25

CCbINKM Ha NCTOYHKK:

e https://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-ise-unauth-rce-ZAd2Gnj6
e https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo99449




