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[lepeyeHb ya3BMMOCTeN

Ne OnacHoCTb NpeHTndmnkaTo YA3BVMbIA MPOAYKT BexTop atakm  [locneactsua Aata Hannne
n/n A P oAy P A BbIABEHNS  OOHOBNEHNS
1 Buicokan  CVE-2025-66499 | OXtPDFReaderand PDFEditorfor o o ACE 2025-12-19 v
Windows
> | Bocokas  cvE-2025-13947  OXItPDFReaderand PDEEditorfor o o L ACE 2025-12-19 v
Windows
3| Bucokan  CvE2025-66495  TOXtPDRReaderand PDREditorfor L ACE 2025-12-19 v
Windows
a | Bocokas  CVE-2025.66494  TOXIUPDFReaderand PDFEditorfor o L ACE 2025-12-19 v
Windows
5 | Bucokas  CVE-2025-66493  OXUPDFReaderand PDREditorfor —p o L ACE 2025-12-19 v
Windows
6 Bbicokas CVE-2025-14765 Microsoft Edge CeTeBoM ACE 2025-12-19 v
7 Bblcokas CVE-2025-14766 Microsoft Edge CeTeBon ACE 2025-12-19 v
8 Bblcokas CVE-2025-14861 Mozilla Firefox CeTeBon ACE 2025-12-18 v
9 | Kputnyeckaa  CVE-2025-14860 Mozilla Firefox CeTeBon ACE 2025-12-18 v
10 Bbicokas CVE-2025-14424 Gimp JlokanbHbIN ACE 2025-12-18 v
11 Bbicokas CVE-2025-14425 Gimp JlokanbHbIN ACE 2025-12-18 v
12 Bbicokas CVE-2025-14423 Gimp JlokanbHbI ACE 2025-12-18 v




13 Bbicokas CVE-2025-14422 Gimp JlokanbHbIN ACE 2025-12-18 v
14 Bblcokas CVE-2024-55549 Tenable Nessus JlokaneHbI ACE 2025-12-15 v
15 Bblcokas CVE-2025-7425 Tenable Nessus JlokaneHbI ACE 2025-12-15 v
16 | Kputnueckas — CVE-2025-49796 Tenable Nessus CeTteBoW DoS 2025-12-15 v
17 Bbicokas CVE-2025-6021 Tenable Nessus CeTteBoW ACE 2025-12-15 v
18 | Kputnueckaa  CVE-2025-49794 Tenable Nessus CeTeBoW DoS 2025-12-15 v
19 Bblcokas CVE-2025-59375 Tenable Nessus CeTeBoW DoS 2025-12-15 v
20 Bbicokas CVE-2024-8176 Tenable Nessus CeTeBoM ACE 2025-12-15 N4




KpaTkoe onmcaHve: BeinonHeHvie npon3sonsHOro koga B Foxit PDF Reader and PDF Editor for Windows
NaoeHTudwkaTop yassumoctn: CVE-2025-66499
NoeHTndmkaTop nporpammHon owmnbkun: CWE-190 LienouncneHHoe nepenonHeHne am LKINYecknin Bo3spat

YassuMbln NpoaykT: Foxit PDF Reader for Windows:
2023.2.0.21408 - 2025.2.1.33197
Foxit PDF Editor (formerly Foxit PhantomPDF):
13.0.0.21632 - 2025.2.1.33197

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITYe MOb30BaTeNeM CreLmanbHO CO34aHHOro BpegoHocHoro PDF-garina.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BOIbHOI0 Koza

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://www.foxitsoftware.com/support/security-
bulletins.html?Security+updates+available+in+Foxit+PDF+Reader+2025.3+and+Foxit+PDF+Editor+2025.3%2F14.0.2%2F13.2.22025-
12-19+00%3A00%3A00




KpaTkoe onmcaHve: BeinonHeHvie npon3sonsHOro koga B Foxit PDF Reader and PDF Editor for Windows
NaoeHTudmkaTop yassumocTn: CVE-2025-13941
NoeHTndmkaTop nporpammHon owmnbkun: CWE-732 HekoppekTHble paspeLlleHns AN KpUTUYeCKM BaxXHbIX PecypcoB

YassuMbln NpoaykT: Foxit PDF Reader for Windows:
2023.2.0.21408 - 2025.2.1.33197
Foxit PDF Editor (formerly Foxit PhantomPDF):
13.0.0.21632 - 2025.2.1.33197

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcrnnyaTaumm: He onpegeneHo
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 8.8 AV:L/AC.L/PR:L/UIIN/S:C/C:H/I:H/AH

OueHka CVSSv4; 5.9 AV:L/ACL/AT:N/PR:L/UENNC:HNEHNA:H/SC:N/SEN/SA:N/E:U/U:Clear
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbINKM Ha NCTOYHKK:

e https://www.foxitsoftware.com/support/security-
bulletins.html?Security+updates+available+in+Foxit+PDF+Reader+2025.3+and+Foxit+PDF+Editor+2025.3%2F14.0.2%2F13.2.22025-
12-19+00%3A00%3A00




KpaTkoe onmcaHve: BeinonHeHvie npon3sonsHOro koga B Foxit PDF Reader and PDF Editor for Windows
NaoeHTudwkaTop yassumoctn: CVE-2025-66495
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

YassuMbln NpoaykT: Foxit PDF Reader for Windows:
2023.2.0.21408 - 2025.2.1.33197
Foxit PDF Editor (formerly Foxit PhantomPDF):
13.0.0.21632 - 2025.2.1.33197

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://www.foxitsoftware.com/support/security-
bulletins.html?Security+updates+available+in+Foxit+PDF+Reader+2025.3+and+Foxit+PDF+Editor+2025.3%2F14.0.2%2F13.2.22025-
12-19+00%3A00%3A00




KpaTkoe onmcaHve: BeinonHeHvie npon3sonsHOro koga B Foxit PDF Reader and PDF Editor for Windows
NaoeHTudmnkaTop yassumoctn: CVE-2025-66494
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

YassuMbln NpoaykT: Foxit PDF Reader for Windows:
2023.2.0.21408 - 2025.2.1.33197
Foxit PDF Editor (formerly Foxit PhantomPDF):
13.0.0.21632 - 2025.2.1.33197

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://www.foxitsoftware.com/support/security-
bulletins.html?Security+updates+available+in+Foxit+PDF+Reader+2025.3+and+Foxit+PDF+Editor+2025.3%2F14.0.2%2F13.2.22025-
12-19+00%3A00%3A00




KpaTkoe onmcaHve: BeinonHeHvie npon3sonsHOro koga B Foxit PDF Reader and PDF Editor for Windows
NaoeHTudwkaTop yassumoctn: CVE-2025-66493
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

YassuMbln NpoaykT: Foxit PDF Reader for Windows:
2023.2.0.21408 - 2025.2.1.33197
Foxit PDF Editor (formerly Foxit PhantomPDF):
13.0.0.21632 - 2025.2.1.33197

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouenka CVSSV3: 7.8 AV:.L/AC.L/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://www.foxitsoftware.com/support/security-
bulletins.html?Security+updates+available+in+Foxit+PDF+Reader+2025.3+and+Foxit+PDF+Editor+2025.3%2F14.0.2%2F13.2.22025-
12-19+00%3A00%3A00




KpaTkoe onmcaHve: BeinonHeHve npon3soaeHOro koga B Microsoft Edge
NaoeHTudwnkaTop yassumoctn: CVE-2025-14765
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3BuMbIN NpoaykT: Microsoft Edge:
100.0.1185.29 - 143.0.3650.80

Kateropwus ys3BMMOro npogykra: OnepaLyoHHble cuctembl Microsoft 1 nx KOMMOHEHTS|
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BOIbHOI0 Koza

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PRIN/ULANCHNIEH/NAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2025-14765
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KpaTkoe onmcaHve: BeinonHeHve npon3soaeHOro koga B Microsoft Edge
NaoeHTudwnkaTop yassumoctn: CVE-2025-14766
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-787 3anunce 3a rpaHmiamm bydepa

Ya3BuMbIN NpoaykT: Microsoft Edge:
100.0.1185.29 - 143.0.3650.80

Kateropwus ys3BMMOro npogykra: OnepaLyoHHble cuctembl Microsoft 1 nx KOMMOHEHTS|
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BOIbHOI0 Koza

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

Ouenka CVSSv4: 6.1 AV:N/ACL/AT:N/PR:N/ULANCH/NVEH/NAH/SCN/SEN/SAIN/E:U/U:Green
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[aTa BoigBneHus / lata o6HoBneHus: 2025-12-19 / 2025-12-19

CCbIIKM Ha UCTOYHWK:

e https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2025-14766
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KpaTkoe onncaHve: BeinonHeHve npon3soaeHoro koga B Mozilla Firefox
NaoeHTudwkaTop yassumoctn: CVE-2025-14861
NoeHTndmkaTop nporpammHon owmnbkun: CWE-119 BeinonHeHve onepaunii 3a npegenamm dydepa namati

YassuMbln npoaykT: Mozilla Firefox:
140.0 - 146.0
Firefox for Android:
140.0 - 146.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITE NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BOIbHOI0 Koza

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

Ouerka CVSSV3: 8.8 AV:N/AC:L/PR:N/ULR/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PRIN/ULANCHNIEH/NAH/SC:N/SEN/SA:N/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogencTeme ¢ nonb3osartenieM: TpebyeTcd

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-18 / 2025-12-18

CCbIIKM Ha UCTOYHWK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2025-98/
e https://bugzilla.mozilla.org/buglist.cgi?bug_id=1996570
e https://bugzilla.mozilla.org/buglist.cgi?bug_id=1999700
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KpaTtkoe onvcaHue: BeinonHeHne npon3BoibHOro koza 8 Mozilla Firefox
NaoeHTudwkaTop yassumoctn: CVE-2025-14860
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

YassuMbln npoaykT: Mozilla Firefox:
140.0 - 146.0
Firefox for Android:
140.0 - 146.0

Kateropus ya3BuMOro npogykra: [NprikiasHoe nporpaMMmHoe obecrneyeHne
Cnocob akcrnyataumm: OTKpbITVEe NMOb30BaTeeM CreLmanbHO CO34aHHOM BPeJOHOCHOM BEO-CTPaHNLbI.
MocneacTsma skCnayaTaumn: BelmoaHeHe Npor3BoIbHOI0 Koza

PekoMeHZaLmu No yCTpaHeHWto: laHHas ya3BUMOCTb YCTPaHAeTCs odurLIManbHbIM MaTyeM BeHA0Pa. B CBA3M CO CIOXMBLUECA 06CTaHOBKOWM
N BBEAEHHbBIMW CaHKUMAMK NPpoTnB Poccuiickon Pesepalli pekoMeHayeM yCTaHaBNBaTb OOHOBNEHVA NMPOrpaMMHOro obecneyeHums
TONIbKO MOC/Ie OLEHKN BCEX COMYTCTBYHOLLX PUCKOB.

Ouenka CVSSV3: 9.8 AV:N/ACL/PR:N/UEN/S:U/C:H/IH/AH

OueHka CVSSv4: 6.1 AV:N/AC:L/AT:N/PR:N/ULANC:H/NVIEH/NVA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3avmogelicTBme ¢ nonb3osatenem: OTCyTCTByeT

[JlaTa BbigBneHna / [lata o6HoBneHus: 2025-12-18 / 2025-12-18

CChlIKM Ha NCTOYUHWIK:

e https://www.mozilla.org/en-US/security/advisories/mfsa2025-98/
e https://bugzilla.mozilla.org/show_bug.cgi?id=2000597
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KpaTkoe onucaHue: BoinosiHeHye Npor3BobHOMo koda B Gimp
NoeHTndmkaTop ys3sumocTm: CVE-2025-14424
NoeHTndmkaTop NnporpammHoi owmnbkun: CWE-416 icnonb3oBaHWe nocie 0CBOHOXAEHNSA

YA3BuMbIn NpoaykT: Gimp:
2.10.0-3.14

KaTeropwsi ysi3BMMOro npoaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyaTaumm: OTKpbITVE NONb30BaTeNeM CrielanbHO CO34aHHOro BPeAoHOCHOro daiina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-18 / 2025-12-18

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1138/
e https://gitlab.gnome.org/GNOME/gimp/-/commit/5cc55d078b7tba995cef77d195fac325ee288ddd
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KpaTkoe onucaHue: BoinosiHeHye Npor3BobHOMo koda B Gimp
NaoeHtndurkaTop ys3sumocTm: CVE-2025-14425
NoeHTndmkaTop nporpammHoi owmnbkn: CWE-122 MNepenonHeHue bydepa B AMHAMNYECKON NaMATH

YA3BuMbIn NpoaykT: Gimp:
2.10.0-3.14

KaTeropwsi ysi3BMMOro npoaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyaTaumm: OTKpbITVE NONb30BaTeNeM CrielanbHO CO34aHHOro BPeAoHOCHOro daiina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-18 / 2025-12-18

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1139/
e https://gitlab.gnome.org/GNOME/gimp/-/commit/cd1c88a0364ad1444c06536731972a99bd8643fd
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KpaTkoe onucaHue: BoinosiHeHye Npor3BobHOMo koda B Gimp
NaoeHtndurkaTop yszsumocTu: CVE-2025-14423
NaoeHTndmkaTop nporpammHoi owmnbkn: CWE-121 MNepenonHeHuve bydepa B cTeke

YA3BuMbIn NpoaykT: Gimp:
3.00-3.14

KaTeropwsi ysi3BMMOro npoaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyaTaumm: OTKpbITVE NONb30BaTeNeM CrielanbHO CO34aHHOro BPeAoHOCHOro daiina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-18 / 2025-12-18

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1137/
e https://gitlab.gnome.org/GNOME/gimp/-/commit/481cdbbb97746be1145ec3a633¢c567a68633¢521
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KpaTkoe onucaHue: BoinosiHeHye Npor3BobHOMo koda B Gimp
NoeHTndurkaTop ys3sumocTu: CVE-2025-14422
NaeHTndmkaTop NporpammHoi ownbkun: CWE-190 LienouncneHHoe nepenonHeHne am LWAKINYeCcknin Bo3Bpat

YA3BuMbIn NpoaykT: Gimp:
253-314

KaTeropwsi ysi3BMMOro npoaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcnnyaTaumm: OTKpbITVE NONb30BaTeNeM CrielanbHO CO34aHHOro BPeAoHOCHOro daiina.
MocneacTBWA KCNAyaTaLmm: BeinoaHeHe Npor3BOAbLHOIO KOAa

PekoMeHAaLmMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHAETCA oduLIManbHbIM NaTyem BeHA0pa. B CBA3M CO CNOXMBLUECA OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaumin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWS MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:.L/ACL/PR:N/ULR/S:U/C:H/I:H/AH

OueHka CVSSv4: 5.7 AV.L/AC:L/AT:N/PR:N/ULANCH/NEH/NAH/SCN/SEN/SAN/E:U/U:Amber
BekTop ataku: JlokanbHbIn

B3anmogelicTBue € nonb3oBartesieM: TpebyeTcs

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-18 / 2025-12-18

CCbINKM Ha NCTOYHKK:

e https://www.zerodayinitiative.com/advisories/ZDI-25-1136/
e https://gitlab.gnome.org/GNOME/gimp/-/commit/4ff2d773d58064e6130495de498e440f4ab6d5edb
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KpaTtkoe onucaHue: BeinonHeHe Npon3soibHOro koda B Tenable Nessus
NaoeHTudwkaTop yassumoctn: CVE-2024-55549
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:L/AC:H/PR:N/UIN/S:C/C:N/I:H/AH

OueHka CVSSv4; 8.1 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: BeinonHeHe Npon3soibHOro koda B Tenable Nessus
NaoeHTudwkaTop yassumoctn: CVE-2025-7425
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob skcnayaTaumm: Micnonb3oBaHvie NamsaTi Mocsie ee 0CBOBOXAeHNS
MocneacTBua aKCnayaTaLmm: BeinoaHeHe Npor3BOIbHOIO KoAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSv3: 7.8 AV:L/AC:H/PR:N/UIN/S:C/C:N/I:H/AH

OueHka CVSSv4; 7.2 AV:N/AC.L/AT:P/PR:N/UIEN/NC:H/NVIHNAH/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: /IokanbHbIiA

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: OTkas B 0bcnyxmnsaHnn B Tenable Nessus
NaoeHTudwnkaTop yassumoctn: CVE-2025-49796
oeHTndrkaTop nporpammHorn owmnbkun: CWE-843 [JocTyn K pecypcam C UCMONb30BaHEM HECOBMECTVIMBIX TUMOB (CMeLLeHVe TUMOB)

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
Mocneactema skcryataumm: OTkas B 06CNYXMBaHUN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.1 AV:N/AC:L/PR:N/UIN/S:U/C:N/I:H/AH

OueHka CVSSv4; 2.7 AV:N/AC:L/AT:N/PR:N/UEN/NVC:N/VEN/VAL/SC:N/SIN/SAN/E:U/U:Green
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: BeinonHeHe Npon3soibHOro koda B Tenable Nessus
NaoeHTudmkaTop yassumoctn: CVE-2025-6021
NoeHTndmrkaTop nporpammHon owmnbkun: CWE-190 LienouncneHHoe nepenonHeHne am LKINYecknin Bo3spat

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSv4; 8.1 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: OTkas B 0bcnyxmnsaHnn B Tenable Nessus
NaoeHTudwnkaTop yassumoctn: CVE-2025-49794
NoeHTndrkaTop nporpammHon owmnbkun: CWE-416 Icnonb3oBaHme nocie 0CBOOOXAEHNA

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcrnayaTaumm: Vicnons3oBaHe NamaTi Mocie ee 0CBOOOXAEHNS
MocneactBua akcrnayaTaumm: OTKas B 06CNyXUBaHMN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 9.1 AV:N/AC:L/PR:N/UIN/S:U/C:N/I:H/AH

OueHka CVSSv4; 2.7 AV:N/AC:L/AT:N/PR:N/UEN/NVC:N/VEN/VAL/SC:N/SIN/SAN/E:U/U:Green
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: OTkas B 0bcnyxmnsaHnn B Tenable Nessus
NaoeHTudwkaTop yassumoctn: CVE-2025-59375
NaoeHTndmkaTop nporpammHon owmnbkun: CWE-400 HekoHTponpyemoe 1Cnosib30BaHMe pecypcoBs (McyeprnaHmue pecypcoB)

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

KaTeropwsi ysi3BMMOro npogaykTa: MpuknagHoe NporpaMmMHoe obecneyeHue
Cnocob akcrnnyaTaumm: ViciepnaHie pecypcos.
MocneactBua akcrnayaTaumm: OTKas B 06CNyXUBaHMN

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSv4; 6.6 AV:N/AC:L/AT:N/PR:N/UEN/NVC:N/VEN/VAH/SC:N/SEEN/SA:N/E:U/U:Green
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24
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KpaTtkoe onucaHue: BeinonHeHe Npon3soibHOro koda B Tenable Nessus
NaoeHTudwkaTop yassumoctn: CVE-2024-8176
NoeHTndmkaTop nporpammHon owmnbkn: CWE-121 MNepenonHeHve bydepa B cTeke

Ya3suMbIn NpoaykT: Tenable Nessus:
10.0.0-10.11.0

Kateropus ysa3BuMOro npogykra: [NprikiasHoe nporpaMMHoe obecrneyeHne
Cnocob akcrnnyataumm: OTnpaska cneuyanbHO COOPMUPOBAHHbBIX AaHHbBIX.
MocneacTsma skcnyaTaumm: BoinmoiHeHe Npor3BOALHOMO KOAa

PekomeHAaLMK MO yCTPaHeHWO: [laHHasA yA3B1MOCTb YCTPaHSAETCA oduLanbHbIM NaTyem BeHAopa. B CBA3M CO CNOXMBLUECH OOCTaHOBKOM
1 BBeAEHHbIMU CaHKUMAMM NPOTUB Poccuiickor ®eaepaynin pekoMeHayeM yCTaHaBNBaTb 0OHOBAEHWA MPOrPaMMHOro obecneyeHns
TONIbKO MOC/IE OLEHKM BCEX COMYTCTBYHOLLMX PUCKOB.

OueHka CVSSvV3: 7.5 AV:N/AC:L/PR:N/ULN/S:U/C:N/IN/AH

OueHka CVSSv4; 8.1 AV:N/AC:L/AT:N/PR:N/UENNC:HNEH/NA:H/SC:N/SEN/SAN/E:U/U:Amber
BekTop ataku: Cetesou

B3anmogericTeume ¢ nonb3osatenem: OTcyTCTBYEeT

[laTa BoigBneHus / lata o6HoBNeHus: 2025-12-15/ 2025-12-15

CCbINKM Ha NCTOYHKK:

e https://www.tenable.com/security/tns-2025-24




